|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Joel Osebor (CAP, ASBC) | |  |  | | --- | --- | |  |  | | (240) 334-8144 |  | | joel.osebor@gmail.com |  | | Joel Osebor |  | |

Joel Osebor is a **Certified Authorization Professional (CAP®)** with over 10years cumulative experience covering Information Security, Risk Assessment, Compliance, Management consulting, IT and Business Process. He has experience performing Risk Assessment, Business Process, Security Assessment & Authorization (A & A) and Routine support of IT Security Program to ensure Security objectives of Confidentiality, Integrity and Availability of information systems for both government and commercial clients. With years of Consulting, Risk Assessment, and Compliance experience, Joel has knowledge supporting General Support Systems and Major Applications. He has strong written, verbal and communications skills; ability to organize and manage multiple projects, management and leadership competencies, multi-tasking and work well under pressure.

# Skills & Proficiency

|  |  |
| --- | --- |
| * FISMA-NIST SP 800-Series * Risk Management Framework (RMF) * Risk and Information Systems Control | * Knowledge of RSA Archer and CSAM * Knowledge of Tenable Nessus * Microsoft Office |

# Experience

### april 2016 - present

## Information Security Analyst /CONEDGE Consulting Group LLC, MD

* Knowledgeable on Risk Management Framework (RMF) using NIST SP 800-37 as a guide, in categorizing a system according to NIST requirement of low, moderate or high.
* Perform system categorization and select security controls using FIPS 199/200 and NIST SP 800-60/ NIST SP 800-53 for clients Systems.
* Develop risk assessment report that identifies threats and vulnerabilities applicable to the system, work with the ISSO and security team to assess security controls in updating SAP and rules of engagement (ROE).
* Conduct full scope, independent Security Control Assessments in accordance with NIST SP 800-53, 800-53A, CNSSI 1253, and the Risk Management Framework (RMF) described in NIST SP 800-37.
* Create ATO package documents; System Security Plan (SSP), Risk Assessment (RA), Security Assessment Report (SAR), Plan of Action and Milestones (POA&Ms) reports, etc., based on the security assessments performed on information systems.
* Gather data to complete Security Test & Evaluation (ST&E) required managing risks and threats in systems.
* Conduct risk assessment and review controls for any deficiencies, and report to the ISSO to perform mitigation actions
* Conduct strategic risk-testing and analysis of risk level associated with key organizational strategies and objectives
* Contribute to the identification, assessment, response and monitoring of risk inherent in client’s projects and organization’s business activities
* Obtain assessment evidence by interviewing personnel, reviewing artifacts, and executing test procedures
* Manage IT Projects throughout the System Development Life cycle.
* Review client’s Incidence/Disaster Recovery and Business Continuity plan (DRBC) and their controls for effective recovery.
* Develop and update Contingency Plans, Disaster Recovery Plans and Incident Response Plans
* Provide continuous monitoring for client information systems and expert advice on systems and programs related to IT Security problems and provide recommendations.

### FEBRUARY 2014 – MARCH 2016

## Information Security Auditor / TIGHTECH Consulting, MD

* Performed Assessment & Accreditation (A&A) on General Support Systems (GSS), Major Applications and Systems of clients to ensure that such environments are operating within strong security posture in accordance with NIST SP 800-53A
* Created, reviewed and updated SSP, SAR, POA&M for system accreditation using NIST SP 800 series and identified appropriate controls to mitigate threats, risks and vulnerabilities in the system.
* Reviewed POAM and collaborated with the ISSO to draft and manage POA&M for authorized systems with appropriate remediation suspense dates and track findings until closure.
* Conduct security control and IT Risk assessment on the organization and information systems based on security policy and security best practices and guidelines.
* Performed vulnerabilities scans using Tenable Nessus and performed remediation in collaboration with technical team.
* Assisted in defining and maintaining information security policies, standards and procedures.

### july 2008 – JANUARY 2015

## Senior Consultant (Business/IT Systems)/ Con-Edge Ent. Solution Ltd

* Develop policy and procedural controls relating to Management, Operational and Technical Controls.
* Formulate security assessment reports and recommendations for mitigating vulnerabilities and exploits in the system.
* Conducts Annual audits and assessments of systems on compliance with organizational policy.
* Work with audit and assurance teams to plan engagement strategy, define objectives, and address technology-related controls risks and issues.
* Performed activities designed to safeguard Information System Assets of clients and to protect data from unauthorized access or use Conduct security control and risk assessments on hardware, software and architecture based on the boards IT security policy and industrial best practices
* Organized and developed strategy sessions to assess the strength, weaknesses, threats and opportunities while also reviewing the impact of external influences on the organization’s operations
* Formulated clear business strategies using the balance scorecard to reposition key business operations that improved clients’ business engagement over 50%

# Education

# 2019

# MBA Information Technology Management / Western Governors University, Utah, United States (In progress)

# 2014

# Diploma in SME Management & Development / Galilee Institute of Management, Israel

### 1999

## B.Sc (ED) Mathematics / Ambrose Alli University, Ekpoma, Nigeria

### 1995

## Diploma in Mathematics (ED) / Edo State University, Ekpoma, Nigeria

# Certifications & Trainings

* **Certified Authorization Professional (CAP®) Certification- (ISC)2**
* Certified in Risk and Information System Control (CRISC) – In progress
* Certified Information System Security Professional (CISSP) – In progress
* Project Management Professional (PMP) – in progress
* **Accredited** Small Business Consultant (ASBC)